
204.7300 Scope.

(a) This subpart applies to contracts and subcontracts requiring contractors and subcontractors to
safeguard covered defense information that resides in or transits through covered contractor
information systems by applying specified network security requirements. It also requires reporting
of cyber incidents.

(b) This subpart does not abrogate any other requirements regarding contractor physical, personnel,
information, technical, or general administrative security operations governing the protection of
unclassified information, nor does it affect requirements of the National Industrial Security Program.

Parent topic: Subpart 204.73 - SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER
INCIDENT REPORTING
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